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Application Architecture

Presentation Layer

<Provides a user interface to the application>
Description

<Provide a complete description of the presentation layer.>
Components

<Describe what components make up the presentation layer and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Business Layer

<Encapsulates all business logic within the application and interacts with all other layers>

Description

<Provide a complete description of the business layer.>
Components

<Describe what components make up the business layer and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Data Layer

<Provides interface to the database and interacts with the business layer>

Description

<Provide a complete description of the data layer.>
Components

<Describe what components make up the data layer and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Security Specifications

<Identify the amount of access, possibly down to the field level, of what each role may or may not be allowed to read, write, or view.>

Description

<Provide a complete description of the security specification.>
Components

<Describe what components make up the security components and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Batch Job Architecture

<Batch Job is processing a group of documents or files all at once.  In batch processing, the user gives the system a job, for example, printing letters to everyone on a mailing list, and waits for the whole job to be done.  During the batch job, the user does not interact with the system.  In interactive processing, the user communicates with the computer while the program is running, perhaps giving instructions for each item.>

Description

<Provide a complete description of the batch job architecture.>
Components

<Describe what components make up batch job architecture and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Workflow Specifications

<Workflow is the scheduling of jobs, or the organization of each part of a process including passing it from one department or individual to another.>

Description

<Provide a complete description of the workflow specification.>
Components

<Describe what components make up the workflow component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
External Interface Specifications

<The External Interface Specification identifies all interfaces to the system and describes in detail the architecture, design, data formatting, interface technology, existing interfaces and any standards and guidelines needed.>

Description

<Provide a complete description of the external interface specification.>
Components

<Describe what components make up the external interface component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Printing Specifications

<This printing involves the formatting and printing of anything generated from the screen.  This includes reports, receipts, or anything else that the business requires to produce a hard copy of.>

Description

<Provide a complete description of the printing specification.>
Components

<Describe what components make up the printing component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Imaging Specifications

<Imaging is the capture of any documents, files, or physical item that needs to be stored in the system.>

Description

<Provide a complete description of the imaging specification layer.>
Components

<Describe what components make up the imaging component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Reporting Specifications

<The Reporting specification provides a framework for the development and generation of the reports.  This section describes the various components of the proposed architecture and how it provides an integrated set of functions for users (report generation) and developers (development of report template and processing logic).  It also lists any third party software tool(s) used and the implementation and integration of that tool.>

Description

<Provide a complete description of reporting specification.>
Components

<Describe what components make up the reporting component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
Business Rule Specifications

<The Business Rule specification provides a framework for the development and generation of the business rules for Business Rule Engine software.  This section describes the various components of the proposed architecture and how it provides an integrated set of functions for users and developers (development business rule logic).  It also lists any third party software tool(s) to be used and the implementation and integration of that tool.>

Description

<Provide a complete description of the business rule specifications.>
Components

<Describe what components make up the business rule component and how they are to be used.>
Interactions

<List all interactions with other layers and how they interact with each other.>
Error Handling

<Describe how to handle errors on this level.  Include application, system, and run-time error handling.>
Transaction Management

<Provide a description of how transactions are to be handled on each layer.>
System Availability Specifications

<System availability is the time when the application must be available for use.  Required system availability is used in determining when maintenance may be performed.  In this section, state the hours during which the application is to be available to users.  Include the times when usage is expected to be at its peak.  These are times when system unavailability is least acceptable.>

Performance Specifications

<Describe the requirements for the following:  Response time for queries and updates; throughput and expected volume of user activity (for example, number of business transactions per hour, day, and month).>
Technical Architecture

Technical Overview

<Describe in detail all of the technical requirements in order to run the application.  This includes the operating system, server configurations, web server infrastructure, security considerations, and database connectivity.>

System Environment Setup

Server Configuration Setup

Database Connectivity

Hardware/Software Requirements

<Provide the description and specifications for all of the hardware and software requirements for each work station for the various phases the application is being developed, tested, or deployed.>

Development Environment

Hardware Requirements
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	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Integration Test Environment

Hardware Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Acceptance Environment

Hardware Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Production Test Environment

Hardware Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Training Environment

Hardware Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Production Environment

Hardware Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Software Requirements

	Description
	Specification

	
	

	
	

	
	

	
	


Security Architecture

<The Security Architecture provides guidelines that the application can use that documents the managerial, operational, and technical controls that will be used to protect the application being designed.  This section also provides the general structure to be followed by project managers in the creation of their Security Plans.  Not only are Security Plans designed to provide project teams with a structured approach to evaluating the security needs of their applications, but they also serve as a key decision driver in the Department’s information security risk management activities.>

External Interface Architecture
<Describe the architecture needed to support, connect to, and perform with an external interface to the application.>

Page 18 of 18
SDM - System Architecture Document Template


