

User Creation

There exists a formal request process to request Oracle User registration. This process identifies in detail the necessary access requirements and/or system privileges to be granted to a user.

There are generally 3 types of Users, Individuals, Application Software related and DBA related users. This document address Individuals and Application Software related users.

The format of an individual User name will be first the initial of first name followed by last name.  The following role should be granted to all users: Connect_User. The Password_Security profile should be assigned to all users. 

The access to specific objects and/or specific system privileges should be granted based upon the submitted Request for Database Access/Security Services form. The password at user creation should be expired requiring the user to submit an initial password. 

Should the Request for Database Access/Security Services form request Object creation privileges the OBJECT_CREATION role should be granted along with allocating quota in the USERS_DATA, USERS_IDX tablespaces. 

The Temporary tablespace for all users will be Temp.

The format for an Application related user name will be an Abbreviation and/or acronym corresponding to the schema entities being created or accessed. There should be two distinct application users created, the first being the Owner of the schema objects and the second being the actual user of the schema objects (i.e., the user name the application software will connect as). 









